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What's behind Bitcoin?

6~




Qutline
1. A centralized financial system
2. A financial Crisis
3. A Decentralized financial system

4, Bikcoin
4.1 Asvmmeﬁrm Crvpﬁographj

4.2 Decentralized information synchronization protocol

£, Fulbure



1. A centralized financial system

Three mbbn&s,

| Deal! I one spem‘?

9 &) = i |
;

. Each man has his own skill and creates VALUE.

- Exchanging their VALUE can benefit from each other.
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The trade in a bribe
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Agree!
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« Set up a Skandard

1 gisk = 3 Rocks
1 bear 10 rabbits
1 spear 1 korch

nun

e Issue a cu.rrev«cv

1 fish = §
3 Rocks = ‘

o
_—
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Guys, we dont need a

\ physicat currency, I can
. @ @ ‘ ‘ mahage your accounts,
> )
@ . . (Si,hce. I know all of \

?ou,, I can veri,fj your

rades and u,pdo&e
@ \3"'”’" accounts,

* Mawnage accounks

Agree! We ALl
TRUST you:

Tom| [Bob Am:;

'Y B EE E
' 8 8

"Tom buys two fish from Bob!

F % . ‘ + Verify transactions
g8 e ge




A cenkbralized financial system

e JIssue a currenav

* Manage accounts
« Verify bransactions




2. A financial Crisis

Tovw

Frawnle

10

13

I know I am crazy,
but Ehey never use
these pocr&s... maybe...
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3. A Decentralized financial system

The collapse of the A Decentralized fimancial system
centralized system

o ;
There is ho central no F %

Everyohe is equal
Issue and krusk a new

CQYTQV\CU

COSC 402

f
Creneral Idea:

No central guy helps them to maintain the system

4
Everyone heeds to do the central guy’s job

4

Everyone heeds to manage all the accounts!
Everyone heeds to verify all the transactions!

4

Everyone keeps the SAME Ledger!
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Tom need to
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An example of the Decentralized system
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4_ ~ Bitcoin: A Peer-to-Peer Electronic Cash System
«

* A hew currency?
* How to Verify Transactions?

 How to malee sure evervone
leeps the SAME ledger!

Satoshi Nakamoto
satoshin{@gmx.com
www.bitcoin.org

=)
=)

=)

?'ﬁnancja ] Crisis
" Crash of 5008

Bitcoin
Private and pubttc Keys

Bloclkechain



4.1 A New Currev\cv?

=)

BTC

Numbers wikth TRUST



4.2 How to \/ertfv Transactions in Bitcoin System?

Nor mau.v. .

Tom

Tom pays
Bob 2 BTC.

10160011110

4.2.1 Digital Sighature

Thats Tom’s
sighature.

&

F

Thats Tom'’s
sighature.

Thats Tom'’s
sighature.

Thats Tom'’s
sighature.

|
|
|
]

Ledger update

N

Ledger update

N

Ledger update

N

Ledger update

N

Tom BRob
B0~ 13+
Tom R
30~ 13+
Tom R
30~ 13+
Tom BRob
30~ 13+




Franke

Tom paid
Frank 2 BTC.

1010111...110

1010111...110

That’s Tom’ Ledger update Tom Bo

signature, = 30-2 | 13 %

ThQ&,s TOM'S Ledger update TOM BOb

signature, i 30-2 | 134

That’s Tom'’s Ledger update TOm Bo

sighature. s 20 - 123+
WHAT ??! ]




4.2.2 Digital Sighature Requirement

A sighature that can represent Tom'’s identity,

*+ Copy a signature from one transaction and
paste it on another is tnvalid.

4

Each transaction has its unique sighature,

4

Crenerate

4

Tom’s identiby
» Tom’s digital Signature

A specific transaction

® Tom paid
Bob 2 BTC.
i To:m’s X Grenerate
identity file > | 0110111...110
Tom paid

Bob 2 BTC.




Tom
F\‘iv&&e Lf‘@j Grenerate

Tom paid
Bob 2 BTC.

Franke

Tom paid
Bob 2 BTC.

0110111...110

Tom paid
Frank 2 BTC.

0110111...110

The private key is the only file that can
prove owne’s E,ciev\F:E,E:j. Once your lose ik,

e.ver'jﬁkivxg s gohe.

&

That’s NOT the signature for
this transaction!

That’s NOT the signature for
this transaction!

=

That’s NOT the signature for
this transaction!

:%

Aha!!

\

&

Tom



4.2.3 Private K’ej

I need to
know Tom's , .
private ke, Tom's Tom paid

() Private Kej Frank 2

‘ BTC.

Grenerabe
> 1110111...111
Tom paid

Frank Frank 2 BTC.

the Falee Eransaction

BUT, only Tom himself know his private key! There is no chance to
forge one!

So, How to Verify the digital signatures?



424 Public Kej
@&

Tiom’s public \
o o iBehiitykey

Tom paid .

, Bob 2 BTC. . Tom paid Identiby oo
Tom’s . Bob 2 BTC. Jecoder L nats lom:
Private key Grenerabe * &

» [ 0110111...110

Tom paid 0110111...110

* Tom'’s private key is the unique file to prove his identity, workstations ssh-keygen -b 2048 -t rsa
Generating public/private rsa key pair.
+  The digital signature contains the information of the private key. | " 1 ihich o save the key (/Users

Enter file in which to save the key (/User‘s/theauthor/.ssh/id_rsa):

*  People can use Tom's public key to find oub whether the signature Enter passphrase (empty for no passphrase):

. . . . Enter same passphrase again:
contains the PT’LV&&Q LV\{ZOTMQELOV\. Your identigicagion hasgbeen saved in /Users/theauthor/.ssh/id_rsa.
Your public key has been saved in /Users/theauthor/.ssh/id_rsa.pub.
. ‘rhe rivo&e th U.bLE.'C lkeus are uA pairs. The key fingerprint is: Yours will be different..
P P j P 13:91:52:bf:41:78:7b:bc:19:a7:cl:ea:1la:cd:1f:2d Comment




in Bitcoin System

2] ASjMMQ&TEC crjpbﬂrarkj{ﬁansaction Verification

1. Digital Signature = Signature_Generater (private key, transaction)

2. Ture or False = Identity_Decoder (Digital Signature, transaction, public key)

Encoder

private key

transaction

. Decoder
I Digital
|5 ‘Signature
Digital / t . \ T(‘)‘:e
Sionat ransaction >
ignature / False
public key

*

——



How o mwalee sure everyone
Lﬁ@.@.ps the SAME ledqger?

Imagine...We are in a complex Internet environment...



4.3 How to malke sure everyohe keeps the SAME ledger?

The system didn’t Frank got 2 BTC. @
approve my Tom got 4 BTC. : —
transaction. .. : @ Tom || Bob ||Frank
Tom paid Bob 2 BTC. @ Q Q- e
Frank paid Bob 2 BTC. @
Frank got 2 BTC. o
Jim —ForrpidFrmore———(-
Tom got 4 BTC.
Tom paid Bob 2 BTC.
Frank got 2 BTC. @
Frank paid Bob 2 BTC. Tom got 4 BTC. @ -
- Tom || Bob |[Frank
Tom paid Bob 2 BTC. @
Tom paid Frank 3 BTC. 4 L) 2
Milee —W—

Different miners may have different ledgers.
However, the Decentralized system need a standard ledger,
The different ledgers are all possible options for the standard.

«  Which one?

¢« We need a method to seleck a sjsf:em ledger at this time POEME.




4.3.1 Proof of Work

Oh No...This is Cryptographic
Hash, I haE&ﬁ)Ydhance to do
reverse engineering...

(" HiJim! If you want your ledger to )

be a part of the system one, please
tell me a number, which meets the

B,

. Q Frank got 2 BTC. @
- Tom paid Bob 2 BTC. @
B I think I may need thousands of . Frank paid Bob 2 BTC. &)
'WORLDWIDE, DECENTRALISED j Ly m
PEER O PEERNEORK thousands of guesses and
calculations to find the number!
\_
/‘ Verified Ledger .\ 72 bits Zero
Frank got 2 BTC. @ 0000000000 0000000000
" 0000000000 0000000000
S H A 2 56 Tom got 4 BTC. @ Jim’s random 0000000000 0000000000
— Tom paid Bob 2 BTC. @ guess number = | 0000000000 00[ 1010111
’ 1000100000 0011000110
Frank paid Bob 2 BTC. @ ______

- /

* Normally, it takes several years for one compuler to find an answer.

* Bul, generally, a lucky miner in the system can quess a right number i
ten minutes,

* The more computing power a miner has, the Luckier he would be.



o e ) ~
OK. Your verified ledger will be I guessed and calculated many many
a block of the system ledger and times and finally got this number. I -
I will give you 12.5 BTC as a am the first one to find the solution. L
reward. .
,
/ \ 72 bits Zero
0000000000 0000000000
0000000000 0000000000
S H A_Z 5 6 Jim’s Verified Ledger 10110001110 — 8888888888 88%
’ 1000100000 0011000110

/

Frank got 2 BTC.

Tom got 4 BTC.

Tom paid Bob 2 BTC.

Frank paid Bob 2 BTC.

Jim got 12.5 BTC.
10110001110

The System Ledger all the users need to follow



Tom

Franke

Bob paid Frank 1 BTC.

Bob paid Tom 1 BTC.

Tom paid Frank 3 BTC.

Bob paid Frank 1 BTC.

Bob paid Tom 1 BTC.

Tom paid Frank 3 BTC.

SO

Bob paid Frank 1 BTC.

Bob paid Tom 1 BTC.

Tom paid Frank 3 BTC.

QR

Tom || Bob ||Frank
2 & f
Tom || Bob ||Frank
o 2 4




4.3.2 Bloclke Chain

(‘

'\

S

Jim got 12.5 BTC.

Tom paid Frank 3 Paua dollars.@

10110001110 72 bits Zero

0000000000 0000000000

0000000000 0000000000

0000000000 0000000000

S H A _2 56 Mike’s Verified Ledger 111111111100 = 0000000000 O()Im
’ 1000100000 0011000110 Milee

Frank got 2 BTC. @ 10110001110 111111111100
Tom got 4 BTC. @ Bob paid Frank 1 Paua dollars. @ (
Tom paid Bob 2 BTC. @ Bob paid Tom 1 Paua dollars. @
Frank paid Bob 2 BTC. @

10110001110

J Mike got 12.5 BTC.
111111111100

2y

The System Ledger all the users need to follow

Decentralized information synchronization protocol




Franke

& Change the previous transactions in Block Chain?

Frank got 2 BTC. ) 10110001110 111111111100

Tom got 4 BTC. @ ( Bob paid Frank 1 Paua dollars. @ (

Tom paid Hsabk 2 BTC. @ Bob paid Tom 1 Paua dollars. @

Frank paid Bob 2 BTC. @ Tom paid Frank 3 Paua dollars.@ €06 000
[Jimgot125BTC. _____ ) - Mike got 125 BIC. _ _ _ _ _ ) TR .
: 10110001110 111111111100 :

Recalculate

"Normally, it takes several years for one computer to find an answer!

Theoretically, yes. But the hacker needs to have at least 51% computational power of the
whole network.

So, practically, it 1s impossible to forge a transaction in a stable Blockchain. Because once
a hacker does this, he needs to recalculate all the blocks after the fake one, which would
spend an incredibly long time.




¢ Double Spevxcl. Abtack i Blockchain?

Shipping the product
Frank got 2 BTC. @) 10110001110
Tom got 4 BTC. {{/) Bob paid Frank 1 Paua dollars. Q ) r
Tom paid Bob 2 BTC. <) Bob paid Tom 1 Paua dollars. (/)
Frank paid Bob 2 BTC. @) Tom paid Frank 3 Pava dollars. () Frank ssp~TFom
Jim got 12.5 BTC. ) Mike got 12.5 BTC. @) J
10110001110 111111111100
Franlke i f' f'
Frank ss) Frank




https://www.youtube.com/watch?v=L.x92gZCMqXE&t=767s
https://www.youtube.com/watch?v=1L.x92gZCMqXE&t=666s
https://www.youtube.com/watch?v=S00MWI3YeP4
https://www.youtube.com/watch?v=K8kuaSB5K3I

https://www.youtube.com/watch?v=s4g1 XFU8Gto



https://www.youtube.com/watch?v=s4g1XFU8Gto

£, Fubture?

» Basic voice service

* Analog-based
protocols

*» Designed for voice

* Improved coverage
and capocity

* First digital
standards (GSM,
CDMA]

* Designed for voice
with some data
consideration
[multimedia, text,

internet]

= First mobile

broodband

B P VT S T

46

* Designed primarily
for dase
= |P-hased protocols
[TE]
* True mobile
broadband

100,000 -

Cloud

Evolution of Cloud Computing

Grid Computing

*Solving large
problems with
Parallel
computing
*Made
mainstream
By Global
Alliance

.,"
q - -

:J' = | 3

I

_ Utility Computing

*Offering
computing
resources as a
metered
service

* Introduced in
late 1990s

SaaS Computing

* Network-based
subscriptions
to applications
*Gained
momentum

in 2001

“ At your

L service.

.Cloud Computing

* Next-Generation
Internet
computing

* Next-Generation
Data Centers

e W

Growing Use of Deep Learning at Google

Unique Project Directories

Number of directories containing model description files

2000
Across many products/areas
e Apps
Maps
Photos
Gmail
Speech
Android
YouTube
Translation
Robotics Research
Image Understanding
Natural Language
Understanding
Drug Discovery

1500

1000

500

Q1 Q2 Q@ Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 Q4 Q1 Q2 Q3 04

2012 2013 2014 2015

Google

Accumulation + timing
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A Brief Introduction to

Decentralized Consensus

Speaker: Luming Wan

Email: Iwan@cs.otago.ac.nz
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Qutlines

» Blockchain structure

Decentralized consensus

Blockchain forking

Other consensus protocols

Applications & Future trend



e Bitcoin price =

$1 2, 654.08 $334.17 (2.58%)

$13,159.46
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Blockchain

X

* Firstly intfroduced by Satoshi Nakamoto in 2009.

» Blockchain is the fundamental protection mechanism and digital ledger
for Bitcoin tfransactions.

* Provide a trustful environment to untrusted users.



Technologies used by blockchain

« Public-private key (COSC244): for tfransaction validation
* Hash (COSC242): block identification, transaction Merkle Tree

* Linked list (COSC241)
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IEEENRENNEIRNNENENNRNIIInaaImaIaImmmIiIT I "IN
Block t Block t+1 Block t+2

Blockchain , N/ 1 ‘
( Prev hash \ ( Prev hash \ T Prev hash \
V Nonce | V Nonce Nonce
L 18 ; 1l I :
Transaction Transaction [ Transaction
rootf hash roof hash roof hash |
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Block structure

Block Header (Block Hash) Block Header (Block Hash) Block Header (Block Hash)
% Prev Hash Nonce % Prev Hash Nonce * Prev Hash Nonce *
Merkle Root Timestamp Merkle Root Timestamp Merkle Root Timestamp

» Blockchains are linked lists that contain data and a hash pointer that points to the
previous block, creating a chain of connected blocks, hence the name “blockchain”.

+ Proof-of-work (PoW) mining: solving a certain level difficulty hash puzzle (SHA256), by
slightly adjusting the nonce value.

« A PoW mining winner could create a new block, and gain reward (bitcoin) from this
newly mined block.




Block structure

Block Header (Block Hash) Block Header (Block Hash) Block Header (Block Hash)
% Prev Hash Nonce % Prev Hash Nonce * Prev Hash Nonce *
Merkle Root Timestamp Merkle Root Timestamp Merkle Root Timestamp

* Hash consecutiveness: a block always contains the overall hash value of
its previous block.

« Block validation: check the correctness of each block based on its 256 bits
overall hash value.
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Merkle Tree
Block Block
Block Header (Block Hash) Block Header (Block Hash)
Prev Hash | Nonce Prev Hash | Nonce
| Root Hash | | Root Hash |
4 » 4 »

Hash01 Hash23 Hash01 Hash23

4 > 4 H» 4 >
Hash0 Hashi Hash2  Hash3 Hash2  Hash3

A A A A A

™! ™! (™ [ X3 |

- Transactions Hashed in a Merkle Tree After Pruning Tx0-2 from the Block -



Why Merkle Tree?

« Transactions are hashed in pairs (still SHA256).

Block
Block Header (Block Hash)

Prev Hash Nonce

T * Most notably, as outlined in the whitepaper, this allows for existence
‘4 > ' of Simple Payment Verification (SPV) nodes, also known as
-4 i — “lightweight clients”. These nodes do not have to download the
Sl Sk entire Bitcoin blockchain, only the block headers of the longest
chain.

Hash| Hashi! Hashzl [Hash3
TIO [ Tt, Tl TL « The most important benefit of Merkle Tree structure is the abillity to
authenticate arbitrarily large sets of data through a similar hashing
mechanism that is used to verify much smaller amounts of data. The
tree is advantageous for distributing large sets of data into
manageable smaller parts where the barrier for the verification of
integrity is substantially reduced despite the overall larger data size.
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Summary

Number Of Transactions
Output Total

Estimated Transaction Volume
Transaction Fees

Height

Timestamp

Received Time

3251
13,034.68792267 BTC
138.25446397 BTC
0.29329686 BTC
589537 (Main Chain)
2019-08-10 21:32:09

2019-08-10 21:32:09

Relayed By F2Pool

Difficulty 9,985,348,008,059.55

Bits 387723321

Size 1214.169 kB

Weight 3998.226 kWU

Version 0x20000000
@ 3384837851

Block Reward

125 BTC

Hashes

00000000000000000017e5cfa2d73a0231056be7 7e006a7086f676b3f910ffab

COCOCO0000000000001ab424beddlo98I6bb863bb9d4elal911b614c594e57814

Merkle t 976d4774b58ffacabb5c48415c952a49f09899794c2900e4770042bec780810b

Overall hash value of current block
Overall hash value of previous block

Transaction root hash

Proof-of-Work mining
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Blockchain

« Everyone maintain a copy of blockchain.

» Blocks and fransactions are almost immutable when they are included in
the blockchain.

« Ancient blocks are extremely well protected!
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Questions
Hmmmm
« Why hash?¢ \
* Why Proof-of-Work mining? O
* Why blockchain is a chain structure?¢ '



Decentralized/Distributed Consensus

* Many parties safely store and share information, without having to rely on
a central authority or trust any other participants in the network.

« Decentralized consensus of blockchain:

* Block convergence: users maintain the same blockchain

« The decentralized consensus of blockchain is supported by:
* Proof-of-Work

* Blockchain forking



Decentralized consensus

 Single point failure: a single device failure will not affect the system,
because data can be recovered from anyone in the network.

» Easy detection for manipulated information.

 What's the purpose of having hash and Proof-of-Work (PoW)?



Why hash and Proof-of-Work?

« PoW: Solving a certain level difficulty of hash puzzle, with a fixed number of
leading Os at the front of overall hash.

//[ Prev hash ] [ Nonce ]\\ 72 bits Zero
0000000000 0000000000
. 0000000000 0000000000
SHA 256 [ Transaction roof hash ] 0000000000 0000000000
— = | 0000000000 00 TOTOTIT
. 1000100000 0011000110
\[ Timestamp ]/ ......

* Any finy modification to the block result in huge change on block hash.
* A block is easy to be inspected by looking at its hash.

- Because of PoW, a block is hard to be re-solved by attackers, if they want to
change something inside.



Why chain structure®e

Satoshi infended to design a new digital currency payment system.

Transaction history is definitely not allowed to be modified.

Target on solving the hash puzzle of a single block is still possible.

But chaining blocks together, the solving workload is linearly increased if
the target block is buried deeper.
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Blockchain forking

* Internet is a complex environment.

How can my
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Blockchain forking

e Or...

My blockchain
looks so
awesome...

Come onl Yvou
need to catch

upll




Blockchain forking

« For two simultaneous block: other users randomly choose one, and
append it to their own blockchain.

» Blockchain users always follow tretergest-ciraim if found.

| can produce some easy
blocks to gain some easy
money!




Blockchain forking

« For two simultaneous block: other users randomly choose one, and
append it to their own blockchain.

» Blockchain users always follow the hardest-solving and the longest chain, if
found.

| can produce some easy
blocks to gain some easy

money!

What if two blockchain forks arme-difficulty and sam
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Blockchain forking

Original chain

Common history

Forked chain

— > W N

Wait for one of the forks grow longer, and overwrite another.



More seriously

- What if there is a big change on the proftocol?

- E.g. blockchain structure, consensus rule, fransaction validating rule, software version
upgrading efc.

« Soft fork: new version block is accepted by old version users, but old version block is not
valid for new version users.

« Hard fork: old version is invalid. If the old version is still running, they will end up with a
different protocol and with different data than the new version.



Soft fork
New rule
| le— « Old version blocks are keep rejected
| _"_T‘_ by new version users, thus force them
\ to upgrade.

D.-l: Old rule « More than 15 soft fork events
happened since blockchain started,

' | II and they are all recorded in

Blockchain Improvement Protocols(BIP)

Genesis block . Divergence block
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Hard fork

) sitcoin a1 NZ$12,649.79 NZ$227.28
.-/6—;m«mm ETH NZ$266.42 E
\

D NZ$0.37 NZ$16.18

€) sitcoinCash e NZ$347.73 NZ$5.38

€3 wrecoin L NZ$8512 NZ$5.4B
® o NZ$4.37 NZ$4.18

& Stellar Lumens  XLM NZ$0.0901 NZ$1 88

©) oesn ons NZ$109.7 NZ$994.M

O Chainlink LN NZ$2.68 NZ$936.7M

@ e © NZ$1.35 NZ$894.aM
@cﬂmm Classic £ NZ$7.23 E

USD Coin NZ$1.55 NZ$664.0M
€D zcash i NZ$50.76 NZ$449.1M

e Basic Attention Token BOA NZ$0.25 NZ$338 9M




Summary of blockchain

»  Blockchain technology is surprisingly good in practice.

« Al the mechanisms are designed with the purpose of maintaining the consistency of the block convergence state for
all users, thus to satisfy decentralized consensus.

«  Proof-of-Work with SHA256
«  Chain structure

« Blockchain forking

« Other consensus protocols are also designed with the purpose of maintaining agreements between users. Some of
them only achieve partially decentralized consensus to reduce the workload and complexity of protocol itself.




Q: What can we buy with bitcoin?¢

Or with other cryptocurrencies...



e Bitcoin price =

$1 2, 654.08 $334.17 (2.58%)

$13,159.46
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Bitcoin HIC

Ethereum LT

XRP XA

Bitcoin Cash BCH

Ltecon LT

EOS
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Chainlink NK

Teros x17

Ethereum Classic £ 11

USD Coin LSOO

Zcash L

Basic Attention Token BAT

Qx JRX

Augur REFP

Dai DA

NZ$12,649.79

NZ$266.42
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NZ$347.73

NZ$85.12
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Some interesting features of Bitcoin

« Transaction throughput: 7 transactions per second, GLOBALLY!

* Block generation rate: 10 minutes per block, GLOBALLY!

- Six confirmations: a fransaction can only be committed and tfransacting parties can
finally get paid after 6 blocks are mined.

* You have to wait for an hour to receive your payment.

* Hmmmmm.... Why 6¢



)

q 1 2 3 i 5 6 7 8 a 10
by 1% 0.237% 006% 0001% =0 = ) = () =) 2 () == ()
4% 8% 0934%  0120%  0.016% 0,002% 2= 2 0 =0 = () = ()
6% 12% 2074% 03%% 0.078% 0,016% | 0.003% | 0.001% =10 = () 2= ()
Ly 16% 3.635% 0.905% 0.235% 0,063% 0.017% 0.005% 0.001% =) =0
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24% 8% 29.030%  18.650%  12.339% S.310% 5.664% | 3.805% 2.6969% 1 876% 1.311%
267% S29% 33.530% 223868% 160819 11.427% 82589 B.OSKT 4.380°% 3.2200% 2.377%
28% 6% 3R29% 205300  20.319% 15,232% | 11.539% KA1 6,766 5.221% 4.0400%
UK GO A3.20000 3261690 2. 207K 19.762'% 15.645% 12.475% 10,003% 8.065% G.511%
3% G649  AR333% 3S.100%  3063TH /5037 |20611% | 1T.O080% 142269 11.89T% 9,953
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38% 76% 64.601% 56.698% 50421%  45.245% |10.854% | 37.062%  33.743% 30811%  28.201%
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Table 1: The probability of a successful double spend, as a function of the attacker’s hashrate
¢ and the number of confirmations n.




Some interesting features of Bitcoin

* Not good enough to work for our daily financial activity.

* As a currency, bitcoin is able to be exchanged to real-world money, but:
« Extreme dynamic exchange rate

« Lack of government control



Other decentralized consensus

» To solve the privacy, complexity, scalability, transaction throughput, and my other issues...
* Proof-of-Stake (PoS), Deligated Proof-of-Stake (DPoS)

* Proof-of-activity (POA)

» Hyperledger: hybrid blockchain

* Avalanche

* Many others...



Blockchain 2.0

* Decenftralized application platform

- Smart contract, rather than transfer of currency:
* A programming script
« One or a serious conditions that must be satisfied.

« Expand the functionality of blockchain

« Ethereum: 15 transactions/second, 3 seconds/block



Blockchain 3.0

Ethereum still has a low transaction
throughput (15tx/second)

More efficient, higher scalability than
Blockchain 2.0

Apply blockchain in more domains

EOS: 500ms/block, 1 million transactions
(they announced)
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Blockchain 4.0

* Not yet...




I
Applications Beyond Cybercurrency

* Internet-of-Things

- Government

* Medical and Charity

 Market
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Future Trends

* Industry:
- Applications, scalability ' - 00 000
. . L 0 QL0
« Higher tfransaction throughput, block - [ ' OSoc 0
generation speed % D 3 -
= [ 7
8 0 2
S O Q00
« Academic: O Ooo0
« More efficient consensus, achieved by: ™ yiggtaan Rk T
Copyright Open source Open source Patented
* Less computation and communication  censenses Proof of Work: SHA256-Hash  Proof of Work: check of Tangle tip  Virtual voting
Openness Public ledger Public ledger Private ledger
* Low storage consumption Applications Bitcoin lota Swirids
Efficiency (tps) ja S00-800 > 250,000

« Against various types of attack
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Thanks!



